TUPE DATA PRIVACY NOTICE FROM OUTGOING EMPLOYER TO ITS STAFF
DATA PRIVACY NOTICE

We refer to our announcement informing you that EITHER [we are proposing to transfer our business to] OR [we are proposing to outsource our [business function] to] OR [our contract for the provision of [insert details] services to [insert name of client] is coming to an end and, on its termination, those services will be performed by] [NAME OF INCOMING EMPLOYER]. 
This notice explains what personal data (information) [COMPANY NAME] (‘we’ or ‘Company’) will process and share with [NAME OF INCOMING EMPLOYER] in connection with the transfer. We are required to notify you of this information under data protection legislation. Please ensure that you read this notice (sometimes referred to as a ‘privacy notice’) and any other similar notice we may provide to you from time to time when we collect or process personal information about you.

Due diligence process

[NAME OF INCOMING EMPLOYER] needs further information regarding the business it will be taking on, in order to make commercial decisions about the transfer and other matters such as how the business is structured and run effectively. This information is requested and provided as part of what is known as a ‘due diligence’ process.

The information requested and provided will, of course, include information about employees. This information will typically include the categories noted below under ‘Disclosure of employee liability information’ but may include more extensive information, such as diversity monitoring information, and information regarding criminal convictions, and more detailed information regarding benefits (including pensions), insurance cover, sickness absence, maternity and other family leave, disciplinary issues, grievances and disputes.
The Company takes precautions to ensure that all relevant information is anonymised wherever possible and/or that obvious identifiers, such as names, are removed, before the information is disclosed as part of the due diligence process.

Disclosure of employee liability information

In order to comply with our legal obligations under the Transfer of Undertakings (Protection of Employment) Regulations 2006 (TUPE 2006), we are required to provide certain ‘employee liability information’ regarding the employees who will be transferring, to [NAME OF INCOMING EMPLOYER], not less than 28 days before the date of the transfer. As you are an employee who will be transferring, your personal information will be included.

The information that we must provide includes:

· your identity and age

· particulars of your employment, such as your job description, salary, the date your employment with us and your period of continuous employment for statutory purposes began, notice and benefit entitlements, holiday, terms relating to sickness absence and sick pay entitlement, place of work, pension terms, applicable rules and procedures regarding disciplinary matters and grievances

· details of any grievance procedures or disciplinary procedures with which you have been involved during the last two years

· any collective agreement (an agreement between the Company and a trade union) which will apply to the you after the transfer

· any court or tribunal claim against the Company you have brought in the last two years, or which the Company has reasonable grounds to believe you may bring

The information we have to provide may therefore include special categories of personal information, such as details regarding your health.

[Election of employee representatives

In order to carry out our obligations to inform and consult employees under TUPE 2006, the Company will be asking affected employees to elect employee representatives.

In order to do this, the Company will need to process and publish personal information relating to the candidates for election and, after the election, the elected representatives.

The elected representatives will also have access to personal information regarding the employees who are or who may be affected by the transfer. This is necessary in order to ensure that they can carry out their roles effectively.

The Company notifies candidates and employee representatives of their obligations regarding the proper use of personal information under the Company’s data protection policy and other relevant policies.]
Why we are processing your personal information and how it is used

The Company and [NAME OF INCOMING EMPLOYER] are using your personal information for the following purposes:

· for the purposes of our legitimate interests and those of [NAME OF INCOMING EMPLOYER] to negotiate and carry out the transfer, and

· to comply with legal obligations under TUPE 2006 to provide employee liability information and to inform and consult with affected employees about the transfer

Where information may be held

Information may be held at our offices and those of [NAME OF INCOMING EMPLOYER], those of our respective group companies, and those of our respective legal and other representatives.

How long we keep your information

We and [NAME OF INCOMING EMPLOYER] keep your information during and after the transfer for no longer than is necessary for the purposes for which the personal information is processed. For example, your employment records will be transferred to [NAME OF INCOMING EMPLOYER] when the transfer occurs, because they will then become your employer. 

As noted above, the confidentiality agreement we have with [NAME OF INCOMING EMPLOYER] requires them to return or destroy all personal data immediately if the transfer does not, ultimately, go ahead.

Your rights to correct and access your information and to ask for it to be erased

Please contact [NAME], if (in accordance with applicable law) you would like to correct or request access to information that we hold relating to you or if you have any questions about this notice. 
You also have the right to ask [NAME] for some but not all of the information we hold and process to be erased (the ‘right to be forgotten’) in certain circumstances. [NAME] will provide you with further information about the right to be forgotten, if you ask for it.

Your right to object to us processing your information

Where our processing of your information is based solely on our legitimate interests (or those of a third party), you have the right to object to that processing if you give us specific reasons why you are objecting, which are based on your particular situation. If you object, we can no longer process your information unless we can demonstrate legitimate grounds for the processing which override your interests, rights and freedoms, or the processing is for the establishment, exercise or defence of legal claims.

Please contact [NAME] if you wish to object in this way.

Keeping your personal information secure

We have appropriate security measures in place to prevent personal information from being accidentally lost, or used or accessed in an unauthorised way. We limit access to your personal information to those who have a genuine business need to know it. Those processing your information will do so only in an authorised manner and are subject to a duty of confidentiality.

We also have procedures in place to deal with any suspected data security breach. We will notify you and any applicable regulator of a suspected data security breach where we are legally required to do so.

How to complain

We hope that [NAME] can resolve any query or concern you raise about our use of your information as set out in this notice. If not, contact the Information Commissioner at ico.org.uk/concerns/ or telephone: 0303 123 1113 for further information about your rights and how to make a formal complaint.
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